**Anti-Money Laundering / Anti-Terrorist Financing Onboarding Questionnaire**

**Strictly Client Confidential**

This document requires completion by clients of Safeguard World International (Safeguard Global) as part of Safeguard Global’s Know Your Client (KYC) activities. Under EU and UK regulations, Safeguard Global is required to undertake checks to determine the level of risk of doing business with the Client and understand the structure of its client’s businesses, including the UBO (Ultimate Beneficial Owner(s)) of clients of Safeguard Global. Please complete this document accurately and use the checklist at the bottom before returning the document to Safeguard Global (original signed copy required). Please refer to guidance notes supplied with this document for more information. This information will be kept confidential and secure by Safeguard Global and will not be shared with anyone outside Safeguard Global.

|  |  |  |
| --- | --- | --- |
| **Basic Company Information** | | |
| 1 | Legal Name of the Company for which services are due to be provided: |  |
| 2 | Type of Entity: (e.g. LLP/ LLC/ PLC) |  |
| 3 | Country of incorporation: |  |
| 4 | Date of incorporation or registration |  |
| 5 | Registered Business Address: |  |
| 6 | Industry type: |  |
| 7 | Type of Business or Objective: |  |
| 8 | Country of Significant Operations, >20% turnover |  |
| 9 | Registration Number: |  |
| 10 | Regulatory Body (if regulated): |  |
| 11 | Tax Identification Number (“TIN”) and Tax Office: |  |
| 12 | Name of Board Members or Partners/Legal Representatives and Unique Identification Number: |  |
| 13 | Majority Shareholder |  |
| 14 | Ultimate Beneficial Owner |  |
| 15 | Parent Company Name (if applicable): |  |
| 16 | Type of Parent Entity: (e.g. LLP/ LLC/ plc) |  |
| 17 | Parent Company Registered Business Address (if applicable): |  |
| 18 | Stock Exchange (if listed): |  |
| 19 | Company Website URL: |  |
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|  |  |  |
| --- | --- | --- |
| **Financials/Company Details Information** | | |
| 1 | Expected turnover/ revenues (in USD/ GBP or EUR) for the current financial year | EUR/ USD/ GBP (please delete as appropriate) |
| 2 | Number of employees Globally: |  |
| 3 | Source(s)/Origin of Funds |  |
| 4 | Primary Bank Name: |  |
| 5 | Primary Bank Account Number and/or IBAN: |  |
| 6 | Primary Bank Branch and Address: | Branch:  Address:  City:  Country:  Zip/ Postal Code: |
| 7 | Has the entity ever been subject to insolvency/ bankruptcy proceedings or is it in the process of being dissolved? | Yes/No  If Yes, please provide further details and attach to this document. |
| 8 | Payment Method to be used? (Cash/Bank/Electronic Fund Transfer) |  |
| 9 | **Checklist of supporting documentation**  Please also attach:   * Detailed Company Structure Chart (where appropriate a Group Structure Chart) up to proposed new company * Copies of Articles of Association * Incorporation/ Company’s House Registration document * Tax Statement * Latest Audited Financial Statements filed with Regulator * Proof of Listing * Proof of regulation * List of Directors   In case the client is a legal person or entity of a foreign country, any legal documents issued by the competent authorities of the client's country of origin, including any certificates or documents kept by the relevant registers and databases, or other evidential documents in general in accordance with the legislation of that country, are required as supporting documents for identification of the client. |  |
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|  |  |  |
| --- | --- | --- |
| **Ultimate Beneficial Owner (UBO):**  When referring to a UBO, this usually refers to the natural person who ultimately owns and/or controls the company. The UBO exercises ultimate effective control over a legal entity via ownership of the majority of the shares (more than 25%) within the company and therefore ultimately responsible for the company’s assets/ liabilities and activities.  There could be more than one UBO; please duplicate this section of the document accordingly. Where there is no natural person as UBO then please provide the below details for Chairman/CEO/Managing Director or a person with similar roles and responsibilities of the company. | | |
| **1** | Full Legal Name: |  |
| **2** | Residential address | Address:  City:  Country:  ZIP/Postal Code: |
| **3** | Telephone number: |  |
| **4** | Email Address: |  |
| **5** | National Insurance Contributions (“NIC”) or Passport Number: |  |
| **6** | Tax Identification Number (“TIN”) and Tax Office: |  |
| **7** | Date of Birth: |  |
| **8** | Country of Birth: |  |
| **9** | Nationality: |  |
| **11** | Occupation: |  |
| **12** | Correspondence/Business Address: |  |
| **13** | Please detail any Professionally recognized qualifications including any professional memberships e.g. CPA/ CPP/ CIMA |  |
| **14** | Please detail the annual income in USD of the UBO: | * < 100,000 USD * 100,000 – 200,000 USD * 200,000 - 1Million USD * > 1Million USD |
| **15** | UBO’s Percentage Shareholding in the company: |  |
| **16** | Checklist of Supporting Documentation for UBO  For the proof of the above stated personal data, I herewith attach the following documents:   * Copy of Passport or Identity Card, and/or Residence Permit (if applicable) * Copy of Statement of tax registration/tax statement from the competent tax authority * Copy of a recent utility bill * Copy of employment certificate; social security certificate; recent pay slip. * Copy of Shareholders Register / Certificate of shareholders * Copy of a recent Phone Bill (cellular and/or landline). | **`** |
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|  |  |  |
| --- | --- | --- |
| **Information for politically exposed persons (PEP)** | | |
| **1** | Is the Ultimate Beneficial Owner (UBO) a politically exposed person?  If the answer is “Yes” then answer questions 2-7 below: |  |
| **2** | Occupation/Role: |  |
| **3** | Active/Inactive PEP: |  |
| **4** | Country where position is Held: |  |
| **5** | Start Date of Position: |  |
| **6** | Date Left Position (if applicable): |  |
| **7** | Source of Wealth details: |  |
| **8** | Does the UBO have a Relative and Close Associate (“RCA”) who is a PEP?  If the answer is “Yes” then answer questions 9-16 below: |  |
| **9** | Relationship with the UBO: |  |
| **10** | Full Name of RCA: |  |
| **11** | NIC or Passport Number: |  |
| **12** | Occupation/Role: |  |
| **13** | Country where position is Held: |  |
| **14** | Start Date of Position: |  |
| **15** | Date Left Position (if applicable): |  |
| **16** | Source of Wealth details: |  |
| **17** | **Checklist of Supporting Documentation for PEP**  For the proof of the above stated personal data, I herewith attach the following documents:   * Copy of Passport or Identity Card, and/or Residence Permit (if applicable) * Copy of Statement of tax registration/tax statement from the competent tax authority * Copy of a recent utility bill * Copy of employment certificate; social security certificate; recent pay slip. * Copy of Shareholders Register / Certificate of shareholders * Copy of a recent Phone Bill (cellular and/or landline). |  |

|  |
| --- |
| **Agreement to Third Party Checks and Declaration Notice** |
| **Consent to Third Party Checks:**  Safeguard Global will undertake ID checks on the UBO and one or two other Directors or Officers of the Company, including Politically Exposed Persons checks. This check may appear on the individuals’ records. If any Director of the company is known to be politically exposed (Example: The CEO’s Mother/ Father/ Husband/ Wife/ Offspring is a Member of Parliament, Senator or other similar title is held) then please detail this within this document to save time in explaining this later).  The searches undertaken by Safeguard Global will include Dun & Bradstreet checks plus a number of other checks from a variety of sources. To enable this, Safeguard Global uses the services of a third-party system to verify the details supplied within this document are correct and as a result traces of these checks may appear on company or individual records. This information is only used purely for the purpose of verifying any risk to Safeguard Global in respect of Anti Money Laundering. |
| **Declaration Notice:**  The information provided within this document is true and correct to the best of my knowledge, and I am authorized to provide this information and to sign this document on behalf of the Company. I acknowledge that any information that is not provided or withheld could lead to withdrawal of services by Safeguard Global and that Safeguard Global may request further additional information before commencing services in order to carryout adequate AML checks. I understand that Safeguard Global may not be able to provide services if this document is a) not completed in full, b) required copy documents are not provided, or, c) the Company is not approved by Safeguard Global Compliance group as a result of the further checks that will be made based upon the information supplied within this document or other checks that will be made based on information found within the initial checks undertaken by Safeguard Global. |
| Signed: |
| Date: |
| Job Title of Signatory & Location: |

**AML and CTF Information and Personal Data Processing Notice**

Safeguard World International Ltd. (“Safeguard Global”, “we”, “us”) provides you with this Information Notice in order to allow you to understand our policy regarding your privacy. As such, this Information Notice explains how Safeguard Global handles your personal data for anti-money laundering (“AML”) and counter-terrorist financing (“CTF”) purposes as part of our Know Your Client (“KYC”) activities.

In general, any information which you provide us will be processed in a lawful, fair, and transparent manner. To this end, Safeguard Global acts according to internationally recognized principles with regards to the processing of personal data, such as purpose limitation, storage limitation, data minimization, and confidentiality.

Please note that, at the end of this document, you will find “Definitions”, referring to more detailed explanations of the underlined terms.

**1. Data Controller and Data Protection Officer**

Safeguard World International Ltd., with registered office in Ground Floor, Building 2 Campion Park, Holmes Chapel, Crewe, Cheshire, England, CW4 8AX is the data controller regarding the processing of personal data carried out for AML and CTF purposes.

If, after reading this Information Notice, you have any further questions regarding how we may use your personal data, please contact: privacy@safeguardglobal.com.

If you would like to speak or get in touch with our Data Protection Officer (DPO) for any queries or content in this Information Notice, please contact: dpo@safeguardglobal.com.

**2. Personal Data Processed**

1. ***Personal Data you provide.***

In the context of its KYC activities, Safeguard Global collects personal data that is necessary for AML / CTF purposes and the other purposes identified in section 4 below (“4. *Purposes of processing and grounds for processing*”). To this aim, Safeguard Global collects the information listed below pertaining to the Ultimate Beneficial Owner and to other individuals which are otherwise connected with Safeguard Global’s clients and / or prospective clients, such as personal data pertaining to directors, officers, authorized representatives, and family members of the above-mentioned individuals.

In particular, Safeguard Global collects the name and surname of the legal representative of the company concerned, of the majority shareholder and of the Ultimate Beneficial Owner in order to identify those individuals.

Additional information is collected in relation to the Ultimate Beneficial Owner (or, in case there is no natural person as Ultimate Beneficial Owner, the Chairman/CEO/Managing Director or a person with similar roles and responsibilities of the company), such as: email address, residential and work address, telephone number, national identification number or passport number, date and country of birth, nationality, profession / job title, other employment details (e.g., professional qualifications and / or memberships), annual income, and details of shareholdings in the company.

In order to comply with the specific requirements under the AML / CTF laws and regulations to which Safeguard Global is subject, the following information is collected in addition to those listed above: whether the Ultimate Beneficial Owner is a politically exposed person (and, if so, the related title / profession and time period of such title) and / or whether the Ultimate Beneficial Owner has a close relationship with an individual which is a politically exposed person (and, if so, name, surname, national identification number or passport number, title / profession and time period of such title and the level of association of the Ultimate Beneficial Owner with such individual).

As a proof of the information provided, we also collect the following documents: copy of identity documents (e.g., passport, identity card, residence permit), copy of bank notices / statements, copy of utility bill / residence lease contract, copy of employment certificate and of social security certificate, and copy of a recent pay slip, copy of phone bill.

1. ***Personal Data collected from public sources / third-party services***

In addition to the above, we may also process any additional personal data that we may be able to collect when carrying out checks from public sources and / or from third-party services that we use for verification purposes and to collect additional insights and information on the company concerned.

1. ***Other person’s personal data***

Please consider that if you provide personal data of third parties, you are responsible for ensuring that you have the necessary consent or other legal justification to do so and that you assume all other applicable obligations and responsibilities prescribed by the law, including the obligation to inform those individuals that their personal data is shared with Safeguard Global and processed for the purposes described in this Information Notice.

**3. Sources of Personal Data**

We may receive personal data about you:

* directly from you;
* your employer (and / or from the company you are otherwise affiliated with);
* publicly available resources;
* trusted third-party databases that we use for verification purposes.

**4. Purposes of processing and grounds for processing**

Safeguard Global processes personal data for the purpose of:

1. Complying with AML and CTF laws and regulations;
2. Responding to and complying with any other legal / regulatory requirements to which Safeguard Global is subject and / or disclosure requests or other orders from public authorities.

The processing activities performed for the purposes identified in points a) and b) above are lawful as they are mandated by the applicable laws / regulations / court or regulatory orders to which Safeguard Global is subject.

1. Protecting our interests and those of other parties in the context of the establishment, exercise or defense of legal claims that may be brought by or against Safeguard Global as well as in out-of-court and pre-litigation phases.

The processing activities performed for the purposes identified in point c) above are lawful as they respond to Safeguard Global’s legitimate interest in defending its interests and those of third parties.

The provision of personal data for the-above mentioned purposes (a), b) and c)) is mandatory with the result that the refusal to provide personal data for such purposes will prevent Safeguard Global from entering into a business relationship with you / the company you represent.

**5. Recipients of Personal Data**

The personal data collected in the context of the above-mentioned activities may be transmitted to the following categories of individuals / entities (hereinafter, “Recipients”):

* persons authorised by Safeguard Global to process personal data, who have undertaken an obligation of confidentiality or are subject to an appropriate legal obligation of confidentiality (e.g., employees of Safeguard Global);
* consultants as well as other third-parties and suppliers which may be engaged for administrative, legal and technical maintenance purposes;
* public authorities, bodies or entities to which personal data may need to be disclosed under the applicable law or binding orders from competent authorities;
* other companies within the Safeguard Global group as needed in order to achieve the purposes listed in this Information Notice.

**6. Transfer of Personal Data**

Considering Safeguard Global’s worldwide presence and business operations, personal data may be transferred to Recipients located in several different countries. Transfers of your personal data to Recipients may be based on an adequacy decision, the Standards Contractual Clauses approved by the European Commission or any other lawful transfer mechanism. More information is available by writing to [privacy@safeguardglobal.com](mailto:privacy@safeguardglobal.com).

**7. Retention of Personal Data**

Your personal data will be kept for the time necessary in order to comply with the applicable legal and regulatory requirements and for the time needed in order to protect our interests and those of third parties in the event of legal claims / other contentious or pre-contentious situations.

In particular, personal data that have been collected for KYC purposes are kept for a period of **five (5) years** after the end of the business relationship with Safeguard Global’s client. At the end of this timeframe, Safeguard Global will delete the personal data, unless their retention for a longer period of time, which may not exceed ten (10) years, is permitted or required by legal or regulatory applicable provisions.

Further information on retention periods is available, upon request at: privacy@safeguardglobal.com.

**8. Data subject’s rights**

As a data subject, you are entitled to exercise the following rights before Safeguard Global (where applicable):

* Access your personal data: you have the right to receive the personal data we hold about you as well as information on the processing of your personal data;
* Correct or update your personal data: you have the right to ask us to rectify your personal data where it is inaccurate or incomplete;
* Request erasure of your personal data: you have the right to request the deletion of your personal data, where you feel that the processing is unnecessary or otherwise unlawful (unless there are other reasons that justify a further retention of your personal data);
* Request the restriction of the processing of your personal data: you have the right to request the restriction of the processing of your personal data, where you feel that the personal data processed is inaccurate, unnecessary or unlawfully processed, or where you have objected to the processing;
* Exercise your right to portability: you have the right to obtain a copy of your personal data provided to Safeguard Global, in a structured, commonly used and machine-readable format, and you may also request the transmission of that personal data to another data controller;
* Object to the processing of your personal data : you have the right to request that we stop / cease the processing of your personal data, where applicable, on the basis of relevant grounds related to your particular situation, which you believe must prevent Safeguard Global from processing your personal data; or
* Withdraw your consent to processing, where your consent serves as the legal basis for processing (this will not affect the lawfulness of processing carried out prior to your withdrawal).

Requests to exercise any of the above rights must be sent in writing to us at the following address: [privacy@safeguardglobal.com](mailto:privacy@safeguardglobal.com).

At any time, you can also:

* Contact our Data Protection Officer (DPO) by writing to dpo@safeguardglobal.com.
* Contact the competent Supervisory Authority (in the Member State of your habitual residence, place of work or place of the alleged infringement) whose contact details are available [here](https://edpb.europa.eu/about-edpb/about-edpb/members_en) (for UK click [here](https://ico.org.uk/global/contact-us/)), if you believe that the processing of your personal data carried out by Safeguard Global is unlawful.

**9. Definitions**

Data controller: refers to the legal person, public authority, service or other entity which, individually or jointly, determines the purposes and means for processing your personal data.

Data minimization: the principle of “data minimization” provides that personal data shall be “adequate, relevant and limited to what is necessary in relation to the purposes for which they are processed”. This means that the data controller must only collect the least amount of personal data that it needs to achieve its purposes.

Personal data: any information concerning an identified or identifiable data subject. A data subject considered identifiable is one who can be identified, directly or indirectly, by an identifier such as a name, an identification number, location data, an online identifier or by one or more factors specific to their physical, physiological, genetic, mental, economic, cultural or social identity.

Processing: refers to any operation or set of operations carried out on personal data or on sets of personal data, by automated or other means, such as collection, recording, organization, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction.

Purpose limitation: the principle of “purpose limitation” provides that personal data shall be “collected for specified, explicit and legitimate purposes and not further processed in a manner that is incompatible with those purposes”. This means that the purposes for processing personal data should be clearly defined by the data controller before collecting personal data and that the processing activities should be clearly monitored by the data controller in order to ensure that personal data are only processed for the purposes for which they have been collected.

Storage limitation: the principle of “storage limitation” provides that personal data shall be “kept in a form which permits identification of data subjects for no longer than is necessary for the purposes for which the personal data are processed”. This means that personal data shall not be kept by the data controller for longer than needed and that time limits should be set up for erasure or periodic review.